
各国如何反应

“格罗克”由马斯克旗下人工智能
企业 xAI公司开发，并内置于马斯克旗
下社交媒体平台X。近期，X平台一些
用户利用“格罗克”的图片编辑功能生
成真实人物的虚假性暴露内容，并在平
台上散播，受害者包括成年女性和未成
年人。“格罗克”涉嫌生成色情内容的问
题已受到英国、法国、印度、巴西、澳大
利亚等国和欧盟方面的强烈谴责，一些
国家的监管机构已介入调查。

多名法国政府部长和国民议会议
员本月 2日向法国司法部门报案。巴
黎检方随后表示，将对“格罗克”涉嫌
生成色情内容启动调查。

印度信息技术部 2日要求X平台
删除色情内容、打击违规用户，并在 72
小时内提交“整改报告”，否则将面临
法律制裁。

欧盟委员会负责数字经济事务的
发言人托马斯·雷尼耶 5日说，正严肃
调查针对“格罗克”的相关投诉，欧盟
委员会要求X平台提供更多信息。

印度尼西亚和马来西亚的监管机
构分别于 10 日和 11 日宣布对本国用
户访问“格罗克”进行临时限制。印尼
通信和数字事务部长默蒂娅·哈菲兹
在一份声明中表示，此举对于保护公
众免受人工智能生成的露骨图像所带

来的危害是必要的，并要求X平台就
“格罗克”所引发的负面影响尽快作出
说明。马来西亚通信和多媒体委员会
表示，对“格罗克”的访问限制将持续
生效，直至相关企业落实有效防护机
制。

英国通信管理局 12日表示，已根
据英国《在线安全法》对X平台展开正
式调查，以判定该平台是否履行了保
护英国民众免受非法内容侵害的职
责，不排除“在最严重情况下”屏蔽X
平台的可能。

图像生成有何问题

“格罗克”的图像生成问题实际上
从 Grok Imagine 发布后就浮出水
面。2025年 8月推出的人工智能图像
生成器 Grok Imagine 是“格罗克”的
功能模块，允许用户通过输入文本提
示来创建图片和视频。它包含一个所
谓“热辣模式”，可生成成人内容。

美联社报道说，这一问题之所以
愈加严重，一方面因为马斯克标榜旗
下聊天机器人是比设置更多安全措施
的竞争对手产品“更前卫”的选择；另
一方面，“格罗克”生成图像公开可见，
很容易散播。

人工智能取证组织近日发布报告
显示，研究人员收集和分析了“格罗

克”在 2025年 12月 25日至 2026年 1月
1 日期间以深度伪造方式生成的 2 万
张图像。结果发现，所有包含人物的
生成图像中，有 55%的图像中有人物穿
着暴露，这些着装暴露的人有 81%是女
性；有 2%的生成图像为年龄不足 18岁
的人物，其中一些图像包含衣着暴露
的年轻女性（或女孩）形象。

据多家媒体报道，面对多方压力，
截至上周末，“格罗克”在X平台上的
图像生成和编辑功能已被更改为仅向
平台付费用户开放，但在“格罗克”应
用程序和官网上仍可免费使用该功
能。英国政府对此表示，这一整改措
施只是“将允许创建非法图像的人工
智能功能变成一项高级服务”，对受害
者来说是“侮辱性的”。

治理深度伪造难在哪

此次事件并非偶然。近年来，随
着大模型呈快速发展态势，利用人工
智能技术换脸换声、生成深度伪造内
容并在网上传播的案例时有发生。尽
管人工智能伦理风险日益凸显，人工
智能监管法规在许多国家仍不完善。

清华大学人工智能国际治理研究
院副院长梁正接受新华社记者采访时
说，人工智能深度伪造治理涉及模型
算法安全性评估、对利用人工智能工

具生成有害内容行为的管理、对人工
智能生成内容进行标识等多方面，很
难依靠出台一部法律进行全面治理，
而是需要建立“全链条式”治理体系。
在这类事件中，内容生成和分发平台
对内容检测甄别负有主体责任。与此
同时，还应通过教育等方式提升公众
的人工智能伦理素养，确保相关工具
使用得当。

许多国家正积极推动相关法规建
设。波兰众议院议长沃齐米日·恰扎
斯蒂 6日表示，希望借此次“格罗克”事
件推动国家数字安全立法，相关法规
旨在加强未成年人保护，并使执法部
门更易于删除有害内容。

英国科学、创新和技术大臣莉兹·
肯德尔 12日宣布，英国《数据法案》相
关条款将于本周生效，未经同意制作
或寻求制作私密图像将被认定为刑事
犯罪，在X平台上发布此类内容将构
成刑事犯罪。

马来西亚通信部副部长张念群近
日表示，全球正围绕人工智能展开激
烈竞争，但若一味追求速度与利润，而
忽视伦理规范与社会责任，其后果将
不堪设想。“格罗克”在短时间内大量
生成不雅影像，且速度远超传统影像
处理方式，凸显出人工智能在缺乏伦
理约束情况下被滥用的现实风险。
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聊天机器人“格罗克”为何在多国被查
近来，美国企业家埃隆·马斯克旗下人工智能聊天机器人“格罗克”被指生成色情内容，引发广泛谴

责。这一事件去年年末以来持续发酵，多国政府已启动相关调查。随着大模型迅猛发展，利用人工智能
生成深度伪造内容并在网上传播的案例时有发生，凸显了人工智能技术的伦理风险。


